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This type of openness and accessibility 
to her community—and her willingness 
to listen and really engage with her 
constituents—is part of what makes 
Mayor Boudreau such an inspiring pub-
lic servant. It has been a real privilege 
to work with her over the last 12 years, 
and I am tremendously thankful for 
her service to the people of Mount 
Vernon. I wish her the very best in fu-
ture endeavors. 

f 

INTELLIGENCE AUTHORIZATION 
ACT FOR FISCAL YEAR 2024 

Mr. WARNER. Mr. President, this ex-
planation reflects the status of nego-
tiations and disposition of issues 
reached between the Senate Select 
Committee on Intelligence and the 
House Permanent Select Committee on 
Intelligence for the Intelligence Au-
thorization Act for Fiscal Year 2024. 

The explanation shall have the same 
effect with respect to the implementa-
tion of this act as if it were a joint ex-
planatory statement of a conference 
committee. 

I ask unanimous consent that the ex-
planatory statement for the Intel-
ligence Authorization Act for Fiscal 
Year 2024 be printed into the RECORD. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 
EXPLANATORY STATEMENT ON THE INTEL-

LIGENCE AUTHORIZATION ACT FOR FISCAL 
YEAR 2024 
The following is the Explanatory State-

ment to accompany the Intelligence Author-
ization Act for Fiscal Year 2024 (‘‘the Act’’), 
which has been included as Division G of the 
National Defense Authorization Act for Fis-
cal Year 2024. The Explanatory Statement 
reflects the result of negotiations between 
the Senate Select Committee on Intelligence 
and the House Permanent Select Committee 
on Intelligence (together, ‘‘the Commit-
tees’’). The Explanatory Statement shall 
have the same effect with respect to the im-
plementation of the Act as if it were a joint 
explanatory statement of a conference com-
mittee. 

The classified nature of U.S. intelligence 
activities prevents the Committees from 
publicly disclosing many details concerning 
their final decisions regarding funding levels 
and policy direction. Therefore, the Commit-
tees have prepared a classified annex—re-
ferred to here and within the annex itself as 
‘‘the Agreement’’—that contains a classified 
Schedule of Authorizations and that de-
scribes in detail the scope and intent of the 
Committees’ actions. 

The Agreement authorizes the Intelligence 
Community to obligate and expend funds as 
requested in the President’s budget and as 
modified by the classified Schedule of Au-
thorizations, subject to applicable re-
programming procedures. 

The classified Schedule of Authorizations 
is incorporated into the Act pursuant to Sec-
tion 7102 of the Act. It has the status of law. 
The Agreement supplements and adds detail 
to clarify the authorization levels found in 
the Act and in the classified Schedule of Au-
thorizations. 

This Explanatory Statement incorporates 
by reference, and the Executive Branch shall 
comply with, all direction contained in the 
Senate Select Committee on Intelligence Re-
port to accompany the Intelligence Author-
ization Act for Fiscal Year 2024 (S. Rept. 118– 

59) and in the House Permanent Select Com-
mittee on Intelligence Report to accompany 
the Intelligence Authorization Act for Fiscal 
Year 2024 (H. Rept. 118–162). The Agreement 
supersedes all classified direction related to 
programs and activities authorized by the 
Schedule of Authorization. 

The Executive Branch is further directed 
as follows: 
INSPECTOR GENERAL REVIEW OF DISSEMINATION 

BY FEDERAL BUREAU OF INVESTIGATION RICH-
MOND, VIRGINIA, FIELD OFFICE OF CERTAIN 
DOCUMENT 
The Committees are committed to ensur-

ing full transparency in the FBI’s actions 
implicating the rights of the American peo-
ple to the free exercise of religion and 
speech. Therefore, the Committees direct 
that, not later than 120 days after the date of 
the enactment of this Act, the Inspector 
General of the Department of Justice shall 
conduct and submit to the congressional in-
telligence committees, the Committee on 
the Judiciary, Committee on Homeland Se-
curity and Governmental Affairs, and the 
Committee on Appropriations of the Senate, 
and the Committee on the Judiciary, the 
Committee on Oversight and Accountability, 
and the Committee on Appropriations of the 
House of Representatives, a review of the ac-
tions and events that served as a basis for 
the January 23, 2023, dissemination by the 
field office of the Federal Bureau of Inves-
tigation located in Richmond, Virginia, of a 
document titled ‘‘Interest of Racially or Eth-
nically Motivated Violent Extremists in 
Radical-Traditionalist Catholic Ideology Al-
most Certainly Presents New Mitigation Op-
portunities.’’ The review shall cover any or-
ders or direction regarding the document 
from any official in any field office con-
cerning purported proximate links between 
any religion, any political affiliation, or the 
intent of this report. 

The Committees further direct that, not 
later than 10 days after the date of the enact-
ment of this Act, the Director of the Federal 
Bureau of Investigation shall submit to the 
same committees identified above the 
unredacted August 22, 2023, Inspection Divi-
sion report associated with the Richmond 
Domain Perspective. 

FUNDING LIMITATIONS RELATING TO 
UNIDENTIFIED ANOMALOUS PHENOMENA 

Section 7343 of the Act provides for funding 
limitations relating to unidentified anoma-
lous phenomena because of perceptions of in-
sufficient transparency in this area. Section 
7343 is also intended to avoid technology and 
security stovepipes and expand awareness re-
garding any historical exotic technology 
antecedents previously provided by the Fed-
eral Government for research and develop-
ment purposes if they are shown to exist. 

Section 7343 further provides a limitation 
regarding independent research and develop-
ment funding to ensure that certain indirect 
expenses are prohibited. That provision is in-
tended to be interpreted consistent with De-
partment of Defense Instruction Number 
3204.01 (dated August 20, 2014, incorporating 
change 2, dated July 9, 2020; relating to De-
partment policy for oversight of independent 
research and development), or any successor 
instruction. 
SCREENING AND VETTING OF VISITORS OR AS-

SIGNEES FROM SENSITIVE COUNTRIES AT THE 
NATIONAL LABORATORIES 
The Committees are concerned that the Of-

fice of Intelligence and Counterintelligence 
at the Department of Energy (DOE–IN) does 
not require the comprehensive screening and 
vetting of foreign visitors or assignees from 
the People’s Republic of China (PRC), Rus-
sia, Iran, North Korea, and Cuba who work 
or otherwise collaborate with scientists in 

our National Laboratories. United States 
Government-funded research carried out at 
National Laboratories is incredibly impor-
tant and sensitive. Whether a laboratory 
supports a science mission or is oriented to-
ward supporting national security, it is crit-
ical that all foreign visitors and assignees 
from countries of concern receive appro-
priate vetting in order to mitigate counter-
intelligence risks. In fiscal year 2023, more 
than 7,000 nationals from the PRC visited 16 
National Laboratories. Russian visitors 
numbered more than 3,700. The Committees 
understand that international cooperation 
on matters of basic, fundamental science 
helps maintain the United States’ techno-
logical edge. At the same time, we need to 
protect both the classified research as well 
as unclassified research that result in tech-
nologies with dual-use applications, and 
which can be adapted for military or eco-
nomic gain, from getting into our adver-
saries’ hands. 

The Committees therefore direct that 
DOE–IN require a robust effort to screen and 
vet visitors or assignees to our National Lab-
oratories from the PRC, Russia, Iran, North 
Korea, and Cuba. The Committees also direct 
DOE–IN to ensure appropriate oversight over 
such screening and vetting to ensure that 
counterintelligence threat information re-
lated to potential assignees or visitors is ap-
propriately identified and tracked. The Com-
mittees further direct that, not fewer than 
twice per year, the Director of DOE–IN shall 
submit to the Committees a report noting 
each instance in which a visitor or assignee 
from the PRC, Russia, Iran, North Korea, or 
Cuba, identified as a significant counter-
intelligence risk was permitted access to a 
National Laboratory. 
BRIEFING RELATING TO CERTAIN INTELLIGENCE 

AND COUNTERINTELLIGENCE ACTIVITIES OF 
THE COAST GUARD 
Section 416 of H.R. 3932 provided the Com-

mandant of the Coast Guard with enhanced 
authority to obligate and expend amounts 
made available under the National Intel-
ligence Program for intelligence and coun-
terintelligence activities if the object of the 
activity is of a confidential, extraordinary, 
or emergency nature. 

Therefore, the Committees direct the Com-
mandant of the Coast Guard, no later than 
March 31, 2024, to brief the congressional in-
telligence committees, the congressional de-
fense committees, the congressional appro-
priations committees, the House Committee 
on Transportation and Infrastructure, and 
the Senate Committee on Commerce, 
Science, and Technology on why this author-
ity is necessary and appropriate. 
DIRECTOR OF NATIONAL INTELLIGENCE NOTICE 

TO CONGRESS BEFORE ESTABLISHING NEW NA-
TIONAL INTELLIGENCE CENTER OR ASSIGNING 
SIGNIFICANT NEW FUNCTION TO EXISTING CEN-
TER 
The Committees direct the Director of Na-

tional Intelligence to provide reasonable no-
tice to the congressional intelligence com-
mittees before the Director establishes a new 
national intelligence center or assigns a sig-
nificant new function to an existing national 
intelligence center. 
BRIEFING RELATING TO CONFIDENTIAL HUMAN 

SOURCE PROGRAM OF FEDERAL BUREAU OF IN-
VESTIGATION 
The Committees direct the Director of the 

Federal Bureau of Investigation, no later 
than March 31, 2024, to brief the congres-
sional intelligence committees and the con-
gressional judiciary committees on the Fed-
eral Bureau of Investigation’s management 
of confidential human sources, specifically 
pertaining to the current notification re-
quirements and program review processes in 
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the event that an agent of the Federal Bu-
reau of Investigation has reasonable grounds 
to believe that a confidential human source, 
or any immediate family member of such a 
source, has engaged in unauthorized criminal 
activity, including any misdemeanor or fel-
ony crime. 
ENHANCED PERSONNEL SECURITY REVIEW WITH 

RESPECT TO SOCIAL MEDIA 
The Committees are of the view that— 
(1) A trusted national security and Intel-

ligence Community workforce is paramount 
to the protection of our nation’s security 
and to reduce the risk of unauthorized dis-
closures of classified and other sensitive in-
formation; 

(2) the increased global availability and 
use of social media accounts, including by 
members of the national security workforce 
of the United States, increase the risk of un-
authorized disclosures of classified national 
security information, which can endanger 
the United States and its partners and allies, 
and empower foreign adversaries; 

(3) to maintain trust in and the protection 
of the national security and Intelligence 
Community workforce of the United States, 
the Intelligence Community must fully and 
continuously use available vetting resources 
and all authorities prescribed by law, while 
guaranteeing all constitutional protections 
of such workforce; 

(4) the Intelligence Community must 
maintain high-quality vetting processes and 
ensure appropriate and necessary measures 
are taken to thoroughly and in a timely 
manner investigate and adjudicate prospec-
tive applicants for sensitive national secu-
rity positions within the Intelligence Com-
munity; and, 

(5) the Intelligence Community should use 
existing authorities to ensure robust contin-
uous vetting for continued eligibility for ac-
cess to classified information and carefully 
manage the speed and accuracy of the secu-
rity clearance adjudication process at both 
the initial investigation process and 
throughout the career of personnel serving 
in positions within the Intelligence Commu-
nity. 
MATTERS PERTAINING TO UNITED STATES ECO-

NOMIC AND EMERGING TECHNOLOGY COMPETI-
TION WITH UNITED STATES ADVERSARIES 
The Committees support the National In-

telligence Strategy of 2023 goal of leveraging 
emerging technologies and their adoption at 
scale. Sections 7502 through 7506 of the Act 
further advance this objective, and the Com-
mittees expect the Intelligence Community 
to implement these provisions faithfully and 
expeditiously. 
INTELLIGENCE COMMUNITY COUNTERINTEL-

LIGENCE OFFICE AT THE DEPARTMENT OF AG-
RICULTURE 
Section 7318 establishes a counterintel-

ligence office located within the Department 
of Agriculture. Accordingly, the Committees 
direct the Director of National Intelligence 
to submit the report required in section 
7318(f)(2) to the Committee on Agriculture, 
Nutrition, and Forestry of the Senate and 
the Committee on Agriculture of the House, 
at the same time that the Director submits 
the report to the congressional intelligence 
and appropriations committees. 

f 

ARMS SALES NOTIFICATION 

Mr. CARDIN. Mr. President, section 
36(b) of the Arms Export Control Act 
requires that Congress receive prior no-
tification of certain proposed arms 
sales as defined by that statute. Upon 
such notification, the Congress has 30 
calendar days during which the sale 

may be reviewed. The provision stipu-
lates that, in the Senate, the notifica-
tion of proposed sales shall be sent to 
the chairman of the Senate Foreign 
Relations Committee. 

In keeping with the committee’s in-
tention to see that relevant informa-
tion is available to the full Senate, I 
ask unanimous consent to have printed 
in the RECORD the notifications which 
have been received. If the cover letter 
references a classified annex, then such 
annex is available to all Senators in 
the office of the Foreign Relations 
Committee, room SD–423. 

There being no objection, the mate-
rial was ordered to be printed in the 
RECORD, as follows: 

DEFENSE SECURITY 
COOPERATION AGENCY, 

Washington, DC. 
Hon. BENJAMIN L. CARDIN, 
Chairman, Committee on Foreign Relations, 
U.S. Senate, Washington, DC. 

DEAR MR. CHAIRMAN: Pursuant to the re-
porting requirements of Section 36(6)(1) of 
the Arms Export Control Act, as amended, 
we are forwarding herewith Transmittal No. 
23–86, concerning the Army’s proposed Let-
ter(s) of Offer and Acceptance to the Govern-
ment of Poland for defense articles and serv-
ices estimated to cost $255 million. We will 
issue a news release to notify the public of 
this proposed sale upon delivery of this let-
ter to your office. 

Sincerely, 
JAMES A. HURSCH, 

Director. 
Enclosures. 

TRANSMITTAL NO. 23–86 

Notice of Proposed Issuance of Letter of Offer 
Pursuant to Section 36(b)(1) of the Arms Ex-
port Control Act, as amended 

(i) Prospective Purchaser: Government of 
Poland. 

(ii) Total Estimated Value: 
Major Defense Equipment * $0. 
Other $255 million. 
Total $255 million. 
Funding Source: National Funds. 
(iii) Description and Quantity or Quan-

tities of Articles or Services under Consider-
ation for Purchase: 

Major Defense Equipment (MDE): None. 
Non-MDE: Communications equipment, in-

cluding AN/PRC–117O, AN/PRC–152A, AN/ 
PRC–158, AN/PRC–160, AN/PRC–163, and AN/ 
PRC–167 radios; Global Positioning System 
(GPS) receivers enabled by Selective Avail-
ability Anti-Spoofing Module (SAASM) or 
M–Code; support equipment; spare parts; 
technical manuals and publications; new 
equipment training; U.S. Government and 
contractor technical engineering, logistics, 
and personnel services; and other related ele-
ments of logistics and program support. 

(iv) Military Department: Army (PL–B– 
UEP). 

(v) Prior Related Cases, if any: PL–B–UAZ, 
PL–B–UBM, PL–B–UBN, PL–B–UBZ, PL–B– 
UCA, PL–B–UCF, PL–B–UCI, PL–B–UCN, PL– 
B–UCR, PL–B–UCT, PL–8–UCV, PL–B–UDA, 
PL–B–UDC, PL–B–UDG, PL–B–UDH, PL–B– 
UDI, PL–B–UDK, PL–B–UDM, PL–B–UDO. 

(vi) Sales Commission, Fee, etc., Paid, Of-
fered, or Agreed to be Paid: None. 

(vii) Sensitivity of Technology Contained 
in the Defense Article or Defense Services 
Proposed to be Sold: See Attached Annex. 

(viii) Date Report Delivered to Congress: 
December 13, 2023. 

*As defined in Section 47(6) of the Arms 
Export Control Act. 

POLICY JUSTIFICATION 
Poland—Communications Equipment 

The Government of Poland has requested 
to buy communications equipment, includ-
ing AN/PRC–117G, AN/PRC–152A, AN/PRC– 
158, AN/PRC–160, AN/PRC–163, and AN/PRC– 
167 radios; Global Positioning System (GPS) 
receivers enabled by Selective Availability 
Anti-Spoofing Module (SAASM) or M–Code; 
support equipment; spare parts; technical 
manuals and publications; new equipment 
training; U.S. Government and contractor 
technical engineering, logistics, and per-
sonnel services; and other related elements 
of logistics and program support. The esti-
mated total program cost is $255 million. 

This proposed sale will support the foreign 
policy goals and national security objectives 
of the United States by improving the secu-
rity of a North Atlantic Treaty Organization 
(NATO) Ally that is a force for political sta-
bility and economic progress in Europe. 

The proposed sale will improve Poland’s 
communications capability and contribute 
to its military goal of updating capability 
while further enhancing interoperability 
with the United States and other allies. Po-
land will have no difficulty absorbing this 
equipment into its armed forces. 

The proposed sale of this equipment and 
support will not alter the basic military bal-
ance in the region. 

The principal contractor will L3Harris 
Technologies, Inc., Melbourne, FL. There are 
no known offset agreements proposed in con-
nection with this potential sale. 

Implementation of this proposed sale will 
require temporary duty travel of up to five 
(5) U.S. Government and/or contractor rep-
resentatives to travel to Poland for a short 
period to conduct training. 

There will be no adverse impact on U.S. de-
fense readiness as a result of this proposed 
sale. 

TRANSMITTAL NO. 23–86 
Notice of Proposed Issuance of Letter of 

Offer Pursuant to Section 36(b)(l) of the 
Anns Export Control Act 

Annex Item No. vii 
(vii) Sensitivity of Technology: 
1. The AN/PRC–117O delivers breakthrough 

wideband data speed and legacy narrowband 
performance. Equipped with MUOS-ready 
hardware, this manpack is 30% smaller and 
35% lighter than any other currently avail-
able. The AN/PRC–117G is also the industry’s 
first and only tactical radio with NINE Suite 
B encryption, allowing for secure interoper-
ability with the United States, NATO, and 
regional tactical partners. 

2. The Falcon III AN/PRC–152A delivers si-
multaneous voice and high-speed data, 
seamlessly connecting dismount and upper- 
echelon networks. Even in challenging envi-
ronments, the AN/PRC–152A provides voice, 
data, imagery, and video, giving warfighters 
critical mission intelligence for enhanced de-
cision-making. 

3. The Falcon IV AN/PRC–158 delivers dual- 
channel connectivity across the full 30–2500 
MHz frequency range. Compact and light-
weight, the MCMP provides forward-de-
ployed warfighters with an unrivaled level of 
tactical communications flexibility. 
Equipped with a Software Communications 
Architecture (SCA) and a broad portfolio of 
narrowband and wideband waveforms, the 
AN/PRC–158 ensures advanced interoper-
ability and fast in-field updates for new ca-
pabilities. The manpack’s two channels and 
superior routing and crossbanding tech-
nologies support communications redun-
dancy and sharing critical voice and data in-
telligence, surveillance, and reconnaissance 
(ISR) with a. variety of nets and sub nets, 

4. The Falcon III AN/PRC–160(V) is the 
smallest, lightest, and fastest Type I-cer-
tified high frequency (HF) manpack avail-
able today. Engineered for advanced security 
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